# Übersicht über die Verarbeitung personenbezogener Daten von Geschäftspartnern

# *gemäß Art. 13 und 14 der Verordnung (EU) 2016/679 des Europäischen Parlaments und des Rates zum Schutz natürlicher Personen bei der Verarbeitung personenbezogener Daten und zum freien Verkehr solcher Daten (im Folgenden „GDPR-Verordnung“) sowie des Gesetzes Nr. 18/2018 über den Schutz personenbezogener Daten und zur Änderung und Ergänzung einiger Gesetze (im Folgenden „Gesetz über den Schutz personenbezogener Daten“).*

# Ziel dieser Übersicht ist es, Ihnen grundlegende Informationen über die Verarbeitung Ihrer personenbezogenen Daten bereitzustellen, sofern Sie unser Geschäftspartner sind.

# Identifikations- und Kontaktdaten

Der für die Verarbeitung Ihrer personenbezogenen Daten verantwortliche Betreiber ist CD – profil s.r.o., 1. mája 2070, 031 01 Liptovský Mikuláš, USt-IdNr.: 31 615 830, Tel.: 044/285 18 22 (im Folgenden „Betreiber“).

Bei Unklarheiten, Fragen zur Verarbeitung Ihrer personenbezogenen Daten, Anregungen oder Beschwerden, wenn Sie der Meinung sind, dass wir Ihre personenbezogenen Daten rechtswidrig oder unfair verarbeiten, oder im Falle der Ausübung eines Ihrer Rechte können Sie sich jederzeit an uns wenden, indem Sie eine E-Mail senden an: [ochranaosobnychudajov@cdprofil.sk](mailto:ochranaosobnychudajov@cdprofil.sk) oder schriftlich an die Adresse des Betreibers.

Kontaktdaten der verantwortlichen Person für die Aufsicht über die Verarbeitung personenbezogener Daten**:** [dpo7@proenergy.sk](mailto:dpo7@proenergy.sk)

# Grundlegende Übersicht über die Verarbeitungstätigkeiten

Ihre personenbezogenen Daten können im Rahmen der folgenden Verarbeitungstätigkeiten verarbeitet werden (IS):

| **Titel und Beschreibung der Verarbeitungstätigkeit - Zweck und Rechtsgrundlage, andere wichtige Informationen** | **Kategorien betroffener Personen** | **Kategorien personenbezogener Daten** | **Frist für die Löschung personenbezogener Daten** | **Kategorie der Empfänger (extern)** |
| --- | --- | --- | --- | --- |
| **Kamerasystem** - Wenn Sie sich in unseren überwachten Bereichen bewegen, werden Sie auf Video aufgezeichnet, um die Sicherheit zu gewährleisten (einschließlich der Aufdeckung von Kriminalität), den Schutz von Leben, Gesundheit, Eigentum und finanziellen Interessen des Betreibers sowie den Schutz von Leben, Gesundheit und Eigentum von Personen, die sich im überwachten Bereich aufhalten. Die Aufzeichnungen können verwendet werden, um Ihnen gegenüber Verantwortung im Falle von Verstößen gegen interne Vorschriften und/oder gesetzliche Bestimmungen, die eine Gefährdung oder Beschädigung von Eigentum, Leben, Gesundheit, Sicherheit oder finanziellen Interessen betreffen, abzuleiten. Die Verarbeitung erfolgt im berechtigten Interesse des Betreibers oder einer dritten Partei.. | Personen, die sich im überwachten Bereich aufhalten. | Personenbezogene Daten (gewöhnlich - auf Video aufgezeichnet). | Aufbewahrungsfrist: 7 Tage. | (1,5) Polizeibehörde, andere berechtigte Stellen |
| **Zugangskontrolle zum Objekt** - autorisierte Personen - Wenn wir Ihnen den regelmäßigen Zugang zu unseren Räumlichkeiten gestattet haben, können wir die Berechtigung Ihres Zugangs überprüfen, Ihren Zugang und den Zugang von Fahrzeugen auf Grundlage des berechtigten Interesses dokumentieren. | Mitarbeiter, ehemalige Mitarbeiter, Schüler, autorisierte externe Partner | Personenbezogene Daten (gewöhnlich - Identifikationsdaten, einschließlich Foto).  Zugangskontrolle und Verwaltung elektronischer Karten - Dauer des Arbeitsverhältnisses oder eines ähnlichen Verhältnisses, vertragliches Verhältnis. | Zugangsprotokolle - 1 Jahr | (1) Polizeibehörde, andere berechtigte Stellen |
| **Rechtsagenda -** Wir können Ihre personenbezogenen Daten verarbeiten, um die rechtlichen Ansprüche des Betreibers oder einer dritten Partei im Rahmen von Gerichtsverfahren, Vollstreckungen (gerichtliche Eintreibungen von Forderungen), außergerichtlichen Eintreibungen von Forderungen nachzuweisen, geltend zu machen oder zu verteidigen, basierend auf einer gesetzlichen Verpflichtung und/oder im Rahmen des berechtigten Interesses. | Natürliche Personen des Betreibers und des Auftragsverarbeiters, berechtigte Personen des Betreibers und des Auftragsverarbeiters, andere natürliche Personen im Status von Verfahrensbeteiligten. | Personenbezogene Daten(insbesondere Identifikations-, Kontakt-, wirtschaftliche/Vermögensdaten und andere personenbezogene Daten, die im Verlauf von Gerichtsverfahren oder Vollstreckungen ermittelt oder bereitgestellt werden). Die Sensibilität der Daten wird durch den Gegenstand des Gerichtsverfahrens oder der Vollstreckung bestimmt (z. B. können Daten bezüglich der Anerkennung von Schuld für Straftaten und Ordnungswidrigkeiten verarbeitet werden). | Aufbewahrungsfrist: 10 Jahre nach rechtskräftigem Abschluss des Gerichtsverfahrens, Vollstreckungsverfahrens, außergerichtlichen Eintreibungen | **(**1a,5) Gerichte, (1b,5) Vollstreckungsbeamte, (1c,5) Strafverfolgungsbehörden, (1d,5) slowakische Handelsinspektion, (1e) andere berechtigte Stellen |
| **Buchhaltungsunterlagen** - Wir können Ihre personenbezogenen Daten im Zusammenhang mit der Erfüllung des Vertrages mit Ihnen verarbeiten, um die buchhalterischen und steuerlichen Verpflichtungen gemäß speziellen gesetzlichen Vorschriften zu erfüllen**.** | Kunden/Vertragspartner des Betreibers, Steuerpflichtige des Betreibers. | Personenbezogene Daten: Identifikations-, Kontakt-, finanzielle/Zahlungsdaten, andere Daten im Zusammenhang mit der Vertragserfüllung, buchhalterischen und steuerlichen Verpflichtungen. | Aufbewahrungsfrist: 10 Jahre. | (1a) Steuerbehörde, (1b) Wirtschaftsprüfer, (1c) andere berechtigte Stellen. |
| **Meldung von Straftaten** – Wir können Ihre personenbezogenen Daten verarbeiten, wenn Sie anonym eine Meldung über mögliche Straftaten eingereicht haben oder wenn Sie Gegenstand oder Teilnehmer einer Untersuchung möglicher Straftaten gemäß speziellen gesetzlichen Vorschriften sind | Natürliche Personen, die eine Meldung über Straftaten oder einen Antrag auf Schutz bei der Meldung schwerwiegender Straftaten eingereicht haben (gegebenenfalls deren nahestehende Personen, die um Schutz bitten) und natürliche Personen, die aufgrund der Meldung untersucht werden. | Personenbezogene Daten – die im Bericht angegebenen Daten und die für die Prüfung erforderlichen Daten (insbesondere gewöhnliche Identifikationsdaten des Hinweisgebers, der an dem Verstoß beteiligten Personen, Einzelheiten der Meldung (die Daten unterschiedlicher Sensibilität enthalten können). | Aufbewahrungsfrist: 3 Jahre (ab dem Tag der Zustellung der Meldung). | (1) Amt zum Schutz von Hinweisgebern, Verfahrensbeteiligte, andere zuständige Verwaltungsbehörden, Polizeibehörde der Slowakei, Staatsanwaltschaft der Slowakei, Gerichte der Slowakei, andere berechtigte Stellen. |
| **Erfassung von Geschäftspartnern** – Wir können Ihre Identifikations- und Kontaktdaten verarbeiten, wenn Sie unser Geschäftspartner (oder die von Ihnen benannte Kontaktperson) sind und wir diese Daten im Rahmen der Erfüllung unserer Geschäftsbeziehungen benötigen. Der rechtliche Grund ist das berechtigte Interesse. | Geschäftspartner des Betreibers und Mitarbeiter des Geschäftspartners. | Personenbezogene Daten (gewöhnlich - Identifikations- und Kontaktdaten im Umfang einer Visitenkarte). | Aufbewahrungsfrist: 1 Jahr | (1) andere berechtigte Stellen. |
| **Technische und organisatorische Maßnahmen** – Wir können Aufzeichnungen mit Ihren personenbezogenen Daten im Rahmen der Durchführung technischer und organisatorischer Maßnahmen verarbeiten, die vom Betreiber getroffen wurden, um ein angemessenes Sicherheitsniveau zu gewährleisten, die Einhaltung der Anforderungen der Datenschutz-Grundverordnung (DSGVO) sicherzustellen und negative Auswirkungen auf betroffene Personen und den Betreiber zu verhindern oder zu beseitigen. Dies kann beispielsweise Aufzeichnungen über die Schulung von Mitarbeitern, die Wahrung der Vertraulichkeit von Personen, die mit personenbezogenen Daten in Kontakt kommen, Aufzeichnungen über Ihre erteilte Einwilligung zur Verarbeitung personenbezogener Daten, Aufzeichnungen im Zusammenhang mit der Bearbeitung Ihrer Anträge auf Ausübung von Rechten, Aufzeichnungen im Zusammenhang mit der Lösung von Sicherheitsvorfällen und Datenschutzverletzungen, Aufzeichnungen aus Prüfungsaktivitäten, Audits, an denen Sie beteiligt waren, Aufzeichnungen über die Zuweisung/Entziehung von Rechten, Zugriffsrechten, Aufzeichnungen im Zusammenhang mit der Nutzung zugewiesener Ressourcen usw. Die Verarbeitung erfolgt im berechtigten Interesse des Betreibers und ist gleichzeitig eine Verpflichtung, die sich aus der DSGVO ergibt. Die Aufzeichnungen können verwendet werden, um Ihnen gegenüber Verantwortung abzuleiten und als Beweis zur Nachweisführung, Geltendmachung oder Verteidigung rechtlicher Ansprüche des Betreibers oder einer dritten Partei (insbesondere im Zusammenhang mit der Gefährdung/Störung der Sicherheit, einschließlich des Schutzes von Leben und Gesundheit, Eigentum, finanziellen oder vermögensrechtlichen Schäden, Betriebsunterbrechungen, Rufschädigung, Know-how-Lecks usw.) zu dienen. | Mitarbeiter, verantwortliche Person, Antragsteller auf Ausübung von Rechten, Personen, gegenüber denen der Betreiber Verpflichtungen aus der DSGVO erfüllt, Personen, die in einen Sicherheitsvorfall involviert sind oder in diesem Zusammenhang behandelt werden, Auftragsverarbeiter, andere externe Stellen (z. B. wenn Personen zu den behandelten Themen hinzugezogen werden - Berater, Prüfer, Anwälte), Mitarbeiter von Behörden auf Grundlage spezieller gesetzlicher Vorschriften (z. B. Mitarbeiter von Aufsichtsbehörden im Rahmen von Beratungs- und Prüfungsaktivitäten) usw. | Personenbezogene Daten (gewöhnlich - Identifikations- und Kontaktdaten, die jedoch je nach Art des behandelten Themas um weitere notwendige Daten unterschiedlicher Art ergänzt werden können - z. B. Anmeldedaten, Daten zum Verhalten des Nutzers/Täters (z. B. Anmelde-, Abmelde- und Aktivitätsprotokolle), Daten, die zur Überprüfung der Identität der Person erforderlich sind, die die Ausübung eines Rechts beantragt hat, Daten, aus denen Verstöße gegen interne Vorschriften hervorgehen (z. B. Umgehung von Sicherheitseinstellungen usw.) usw. | Gemäß dem Kapitel "Führung von Aufzeichnungen, Archivierung" der Datenschutzrichtlinie und der Sicherheitsrichtlinie (die meisten Aufzeichnungen werden 3 Jahre und weniger aufbewahrt, Aufzeichnungen über Löschungen oder Verträge 5 Jahre, einige Aufzeichnungen dauerhaft - z. B. im Zusammenhang mit der Lösung von Sicherheitsvorfällen, Folgenabschätzungen, Information der betroffenen Personen usw.). | ((1a,5) verantwortliche Person, Amt für den Schutz personenbezogener Daten der Slowakei, (1b,5) Polizei, Staatsanwaltschaft der Slowakei, Gerichte der Slowakei, (1c) andere berechtigte Stellen. |

**Pflicht zur Bereitstellung personenbezogener Daten**

Die Pflicht zur Bereitstellung personenbezogener Daten variiert je nach der oben genannten Verarbeitungstätigkeit. In Fällen, in denen die Verarbeitung auf Ihrer freiwilligen Einwilligung basiert, sind Sie nicht verpflichtet, personenbezogene Daten bereitzustellen. Allerdings können Sie durch die Nichtbereitstellung beispielsweise unsere auf der Einwilligung basierenden Dienstleistungen nicht in Anspruch nehmen oder die damit verbundenen Vorteile nicht nutzen.

In Fällen, in denen die Verarbeitung eine gesetzliche oder vertragliche Anforderung darstellt oder eine Aufgabe betrifft, die wir im öffentlichen Interesse erfüllen müssen, sind Sie verpflichtet, uns personenbezogene Daten bereitzustellen. Durch die Nichtbereitstellung könnten Sie gegen das Gesetz verstoßen oder die Nutzung unserer Dienstleistungen unmöglich machen, da wir unsere gesetzlichen/vertraglichen Verpflichtungen nicht erfüllen können.

Die Bereitstellung personenbezogener Daten, die wir im Rahmen des berechtigten Interesses verarbeiten, ist verpflichtend, jedoch haben Sie das Recht, dieser Verarbeitung zu widersprechen. Wir werden Ihr Anliegen stets sorgfältig prüfen, jedoch kann es in bestimmten Fällen sein, dass wir Ihrem Antrag nicht stattgeben können und die Bereitstellung personenbezogener Daten weiterhin verpflichtend bleibt. Ebenso haben Sie das Recht, uns zu bitten, nicht Teil von Profilierungen zu sein, die wir durchführen.

Ein Transfer personenbezogener Daten in ein Drittland oder an eine internationale Organisation erfolgt nicht.

Profilierung wird nicht durchgeführt.

**Zusätzliche Informationen**

# Daten aus einigen der oben genannten Verarbeitungstätigkeiten können, sofern anwendbar und im erforderlichen Umfang, zur Nachweisführung, Geltendmachung oder Verteidigung unserer rechtlichen Ansprüche oder der Ansprüche Dritter verwendet werden (zum Beispiel die Bereitstellung von Daten an Strafverfolgungsbehörden, Vollstreckungsbeamte, Anwälte usw.), im Rahmen von gerichtlichen oder außergerichtlichen Verfahren, der Eintreibung von Forderungen usw. Einige erhobene personenbezogene Daten (z. B. Bestätigungen, Aufzeichnungen, andere Nachweise, die einen bestimmten Sachverhalt bestätigen usw.) können als „Beweis“ für Audits, Prüfungen durch Dritte, zur Überprüfung der ordnungsgemäßen Erfüllung der Verpflichtungen des Betreibers gemäß den gesetzlichen Anforderungen oder anderen Anforderungen (vertraglichen, sektoralen usw.) aufbewahrt und verwendet werden.

# Ihre Rechte

Als betroffene Person, deren personenbezogene Daten wir verarbeiten, haben Sie gemäß der Datenschutz-Grundverordnung (DSGVO) und dem Gesetz über den Schutz personenbezogener Daten Rechte in Bezug auf die Verarbeitung personenbezogener Daten. Dazu gehören das Recht, vom Betreiber Zugang zu den über Sie verarbeiteten personenbezogenen Daten zu verlangen, das Recht auf Berichtigung (gegebenenfalls Ergänzung) personenbezogener Daten, das Recht auf Löschung oder Einschränkung der Verarbeitung personenbezogener Daten, das Recht, der Verarbeitung personenbezogener Daten zu widersprechen, das Recht auf Wirksamkeit automatisierter individueller Entscheidungen einschließlich Profilierung, das Recht auf Datenübertragbarkeit sowie das Recht, Ihre Einwilligung zur Verarbeitung personenbezogener Daten zu widerrufen.

Wenn Sie sich entscheiden, eines Ihrer Rechte in Anspruch zu nehmen, können Sie dafür unser Antragsformular verwenden, das auf Anfrage verfügbar ist. Wenn Sie mit unserer Antwort nicht zufrieden sind oder der Meinung sind, dass wir Ihre Rechte verletzt haben oder Ihre personenbezogenen Daten unfair, rechtswidrig usw. verarbeiten, haben Sie die Möglichkeit, eine Beschwerde einzureichen – einen Antrag auf Einleitung eines Verfahrens bei der Aufsichtsbehörde, die das Amt für den Schutz personenbezogener Daten der Slowakischen Republik ist.